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Abstract of the contribution: Propose that a slice may not support all SSC modes and the configuration of slice-supported SSC modes should be made available at UE.
1.
Discussion
One question, whether a network slice always supports all three SSC modes, is not clear in current specifications. In our opinion, what SSC modes a network slice supports should be left to the decision of the network operator. A network slice may have a default SSC mode and support additional SSC modes, but not necessarily all SSC modes. 
If the above principle is agreed, then obviously the SSC mode selection procedure should take into account whether the SSC mode is supported by the target network slice. There are two approaches to implement this slice selection restriction.

The first approach is to rely on the network to ensure that the final chosen SSC mode is supported by the slice. The SMF may have a configuration of what SSC modes are supported by the slice. If the UE’s requested SSC mode is not supported by the slice it will replace it with a supported SSC mode or reject the PDU session request.

The problem of this approach is that a UE may still blindly request a SSC mode that’s not supported. Considering the following scenario. The UE has already established a PDU session with SSC mode 1 with the slice S-NSSAI-a. A new application triggers a request to establish a new PDU session with SSC mode 3 with the same slice. However, SSC mode 3 is not supported by this slice so the SMF modifies the SSC mode to 1 and the new PDU session is established. Now the UE ends up with two PDU sessions with the same SSC mode and connected to the same slice. This is not only unnecessary and may cause some confusion when applying UE Route Selection Policy to select a PDU session.
A better approach is that the UE is made aware of the SSC modes supported by a network slice. 
If a single combined URSP, which includes both the Network Slice Selection Policy and SSC Mode Selection Policy, is configured in the UE, the carefully configured policy should ensure that for a matched application, the selection result of SSC mode will not have conflicts with the selection result of target the network slice. However, if an application is allowed to request a specific S-NSSAI and SSC mode, the URSP is not applied and the UE needs a separate configuration of what SSC modes are supported by S-NSSAIs.

If the NSSP and SSCMSP policies are separately configured and executed in the UE, and assuming the NSSP is executed before the SSCMSP, then the execution of SSCMSP needs to consider what SSC modes are supported by the already selected S-NSSAI. 

It seems that anyway a separate configuration of slice-supported SSC modes are needed. This information could be pre-configured together with the configured S-NSSAIs or obtained from the network together with the accepted S-NSSAIs. And the UE is supposed to take this information into consideration when selecting a requested SSC mode. In the above example, the UE knows that application-requested SSC mode 3 is not supported by the target slice, so it may just map the application to the existing PDU session with SSC mode 1 instead of initiating a new PDU session request.

Based on above analysis, we propose that the following principles are agreed.

Proposal 1: A network slice may support a subset or all of three SSC modes.
Proposal 2: The slice-supported SSC modes is configured together with the configured S-NSSAIs or obtained from the network together with the accepted S-NSSAIs.
Proposal 3: The UE should take into consideration the slice-supported SSC modes in selecting a requested mode and not request a SSC mode that is not supported by the slice.
2.
Proposal
It is proposed to adopt following text in TS 23.501. 

3.
Changes to TS 23.501
* * * * Next Change * * * *
5.6.9.3
SSC mode selection

The SSC mode selection policy shall be used to determine the type of session and service continuity mode associated with an application or group of applications for the UE.

It shall be possible for the operator to provision the UE with SSC mode selection policy. This policy includes one or more SSC mode selection policy rules which can be used by the UE to determine the type of SSC mode associated with an application or group of applications. The policy may include a default SSC mode selection policy rule that matches all applications of the UE.

When an application requests data transmission (e.g. opens a network socket) and the application itself does not specify the required SSC mode, the UE determines the SSC mode associated with this application by using the SSC mode selection policy; and:

a)  If the UE has already an active PDU session that matches the SSC mode associated with the application, then the UE routes the data of the application within this PDU session unless other conditions in the UE do not permit the use of this PDU session. Otherwise, the UE requests the establishment of a new PDU session with an SSC mode that matches the SSC mode associated with the application and is supported by the selected slice.

b)  The SSC mode associated with the application is either the SSC mode included in a non-default SSCMSP rule that matches the application or the SSC mode included in the default SSC mode selection policy rule, if present. If the SSCMSP does not include a default SSCMP rule and no other rule matches the application, then the UE requests the PDU session without providing the SSC mode. In this case, the network determines the SSC mode of the PDU session.

The SSC mode selection policy rules provided to the UE can be updated by the operator.

The SMF receives from the UDM the list of supported SSC modes and the default SSC mode per DNN as part of the subscription information.

Editor's note:
Whether SSC mode related subscription is related with slicing is FFS.

If a UE provide an SSC mode when requesting a new PDU session, the SMF selects the SSC mode by either accepting the requested SSC mode or modifying the requested SSC mode based on subscription and/or local configuration.

If a UE does not provide an SSC mode when requesting a new PDU session, then the SMF selects the default SSC mode for the data network listed in the subscription or applies local configuration to select the SSC mode.
The SMF shall inform the UE of the selected SSC mode for a PDU session.

* * * * Next Change * * * *
5.15.4
UE NSSAI configuration and NSSAI storage aspects

A UE can be configured by the HPLMN with NSSAI. This is defined as Configured-NSSAI. A Configured NSSAI is PLMN-specific unless it is solely comprised of Standard S-NSSAI values, in which case the PLMN ID in the Configured NSSAI needs not be specified if it applies to all PLMNs a UE could roam to. A UE can be configured with NSSAI for several PLMNs. For each configured S-NSSAI, some features of the slice, such as a set of SSC modes supported by the slice, may also be configured.
Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an NSSAI, which may include one or more S-NSSAIs that shall be used by the UE for subsequent slice selection related procedures. This is known as Accepted NSSAI. For each accepted S-NSSAI, some features of the slice, such as a set of SSC modes supported by the slice, may also be obtained from the network.
The UE shall store the Accepted NSSAI for each PLMN. The UE shall use the Accepted NSSAI when returning to the PLMN.
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